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SOCIAL MEDIA ELECTRONIC THREAT ANALYSIS AND PREVENTION SERVICES

1. We monitor a campus 24/7, 7 days a week for all publically posted social media information that contains any sort of threatening, criminal, potentially harmful language (over 750 words and terms and 90 languages are monitored). 
2. We follow and capture live video feeds from users designated to follow that allows for immediate response. No other company provides this labor intensive service. 

3. If a potentially dangerous situation develops (fight, racial hate language, social unrest, large theft, etc...) you would contact us, and we then monitor all social media posts in real time in order to direct you to persons/areas of concern 
4. We learn language, phrases, slang terms, and acronyms specific to your school’s culture and monitor ANY social media posts world wide that identify your school and have threatening/criminal terms.
5. We build a database of all social media users specific to a school, and then scan them 2x per day (more if a threat/situation arises) for content that could be harmful. This is the only way currently to make sure users associated with your school are being monitored for harmful content.
6. Because we are a security consulting firm you are provided with no-cost, 24/7 security and safety consultation as well.

7. We provide instant communication by phone to people you designate when a threat is present

8. We work with closely with each individual school/district to form a true partnership in enhancing safety/security and decreasing your liability/labor hours. 
	Social Media Threat and Dangerous Behavior Monitoring and Analysis

	MONITOR
· Real-time monitor public social media, deep web and dark web data in one centralized location 24 x 7 x 365.
· Create single or multiple circular, polygon, inferred or US National Grid geo-fence searches over any location in the world.
CLASSIFY
· Named entity recognition extracts people, places and things from each post and stores extractions as searchable fields.
· Proprietary sentiment, emotion and psychological algorithms detect threats and control for sarcasm.
· We research, update and tune algorithms on a daily basis to adapt to current events, trends and conversations we have with school administration and local law enforcement


	Completely Confidential: We provide a Non-Disclosure Agreement that prevents any information from ever  

                                             being disclosed without your permission
Platforms Analyzed: Snap Chat, Siracha, Facebook, Instagram, Twitter, Tumbler, Google+, VK, YikYak, Flickr, WordPress, FourSquare, Disqus, Deep and Dark Web (TOR), Surface Web, all RSS Feeds



     24/7 assistance line:  888.287.1657     www.newdawnsecurity.com       eM: info@.newdawnsecurity.com


